1. 事前準備階段查核清單

| 事前準備階段查核清單 |
| --- |
|  網路資訊人員/廠商聯繫資訊 |
| 完成網路資訊人員/廠商聯繫資訊表 | □是 | □否 |
| 調校系統/服務設定 |
| Linux  | iptables | □是 | □否 |
| Apache  | mod\_qos | □是 | □否 |
| mod\_evasive | □是 | □否 |
| mod\_reqtimeout | □是 | □否 |
| Windows  | IIS  | 啟用動態 IP 限制模組 | □是 | □否 |
| NTP | 升級至4.2.7p26之後的版本 | □是 | □否 |
| 關閉monlist功能 | □是 | □否 |
| DNS | 限制可使用DNS遞迴功能之IP範圍 | □是 | □否 |
| 設定DNS Response Rate Limiting | □是 | □否 |
| 設置系統/流量監控 |
| MRTG | □是 | □否 |
| 其他\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
| 啟用網路/防護設備DDoS防禦功能 |
| 交換器 | 速率限制 | □是 | □否 |
| 入口過濾功能(Ingress Filtering) | □是 | □否 |
| 路由器 | 速率限制 | □是 | □否 |
| 路由器 | 入口過濾功能(Ingress Filtering) | □是 | □否 |
| 防火牆  | DDoS攻擊防禦功能 | □是 | □否 |
| 日誌檔記錄功能 | □是 | □否 |
| 入侵防禦系統 | DDoS攻擊偵測與過濾功能 | □是 | □否 |
| 網路流量速率限制功能 | □是 | □否 |
| 日誌檔記錄功能 | □是 | □否 |
|  網站應用程式防火牆 | DDoS攻擊偵測與過濾功能 | □是 | □否 |
| 其他設定\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
|  應用程式遞送控制器(ADC) | □是 | □否 |
| 申請/建置流量清洗服務 |
| 自行建置流量清洗服務 | □是 | □否 |
| 申請流量清洗服務，廠商名稱：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
| 申請內容傳遞網路(CDN) |
| 申請CDN服務，廠商名稱：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
| 建置雲端備援機制 |
| 製作主機映象檔(VM)，日期：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
| 自行建置雲端服務系統 | □是 | □否 |
| 申請雲端服務，廠商名稱：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | □是 | □否 |
| 填寫日期：\_\_\_\_\_\_\_\_\_年\_\_\_\_\_\_\_\_\_月\_\_\_\_\_\_\_\_\_日 撰寫人簽名：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ |
| 資料來源： 行政院國家資通安全會報技術服務中心 |